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Managed Services Bundles

IN: N-ABLE

Endpoint Protection

Designed with the fundamentals for security on
endpoints

EDR Complete
Rollback & Reporting

Advanced Threat hunting
Managed Endpoints (Vigilance)

24/7/365 event monitoring, triage & prioritization

Data sources

Endpoint

) Reg. $/€6.50 /device
$/€4.50"
. (30% saving)

Managed Detection with best of breed security on
endpoint, cloud, network devices and more

EDR Control + Rollback

Rollback & Reporting

Advanced Managed Detection & Response

24X7x365

Security Analysts + full SIEM access
Compliance reporting

Ransomware Prevention & Data Exfiltration
90 Data Retention

Data sources
Endpoint
Cloud
Network

System Logs

User

) Reg. $/€14.50/device
$/€10.00"
K . (30% saving)

LTC
Requirement

This deal is
strictly for
customers

that are
NEW to EDR




Value Prop: Why do MSPs Need Both?

Having a layered approach to security is still important

Protecting the Endpoint prevents threats, allowing the
SOC team to be more efficient

The endpoint telemetry is needed by the MDR team
S1 technology is needed by the team after any incident
OCcurs

Remediation & Rollback on S1 is still a key component
of right and left of breach
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EDR is an Important Layered Approach

Endpoint
Firewall

Backup / Restore
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EDR Telemetry Provides Value Securty

CUSTOMER TELEMETRY

1 Collect 2 Ingest
Network
Cloud

Aggregate

Remote Access
Employees
Security

System Logs
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Enrich

R

User + Entity

Disable Accounts AT0) Disable Access IIS/IOWA Blocks Isolate
Al Reset Credentials &t Enforce Encryption 0365/Azure Blocks [ Power-off/on
—  Time Restrictions WS Reboot Devices
Reversible Encryption
4 Hunt 5 Contain 6 Remediate
-
QD
= >
Gl
- Respond to
>SP System patching Auto blocking &
Human-led active threats

4 Policy management
threat hunting

>
7 Report
Notify

stakeholders

Investigate alerts l

& unusual behavior

Compliance Threat intelligence
reporting portal



Objection Handling

| have Antivirus on my client’s machines,

;
why would | need EDR + MDR?

Why do | need an EDR product and a >
MDR service?

How can | justify the cost of both EDR and
MDR?

Who will be remediating issues? Will my
team have to be involved?
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THANK YOU
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