
USER 
PHASES

Wake Up Morning Commute At Work Lunch Travel At Client Travel NightAt Hotel

TOUCHPOINTS
& DEVICES

IT ACTIONS

PEOPLE &
ENVIRONMENT

SECURITY 
SOLUTION

SCENARIOS

Alone

In the shower

Family

Reading 
the News

Any

Car, Bus, Train
Checking 
Calendar

and Emails

Work Colleagues

Accessing internal
Apps & Data, Cloud Apps 

& Ressources

Work Colleagues
Customer

Any

Ordering / Paying
Downloading Menu

Uber Driver

Saving Client
Contact Data

Customer

Accessing Data
Contracts, Credit Info

Any

Quick Email Check

Alone

Planning next work trip
using Hotel Terminal,
Watching Netflix on 

Tablet or Laptop

Alone

Checking Calendar
for next day,

Using internal App

Protection from 
malicous code 
from in app ads

Prevent re-using 
company 

passwords for 
private apps,
DNS & URL 

filtering,
TLS inspection,

Threat prevention

Malware 
prevention, 

QR phishing,
Zero phishing

DNS Protection,
SaaS Posture 
Mgmt (SSPM),

Secure Lifecycle 
Development for 

Mobile Apps,
DLP, GenAI 
Protection

WIFI Network 
Security (MiTM),

Malicous File 
protection with 

Sandboxing

Device level 
exploits,

OS vulnerabilites,
Real time side 
load analysis

Device posture 
check,

Private Network 
Access from 

mobile, tablets or 
laptops

On device network 
protection,

Access Private 
Network with 
Managed or 

unmanaged devices, 
access portal for 

internal apps

Private Network 
Access from 

Mobile

Automate policy 
to secure CI/CD pipelines

One Portal for all
Check Point solutions Detection & Response Threat Hunting & Prevention

Enable strategic initiatives 
such as hybrid mesh and 

zero trust security

Automated workflows  across 
products, tools and 3rd part security 

vendors, for faster mitigation

Anti-bot,
Jail-Break 
detection,

Conditional 
access
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